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A. Principios UNIDROIT para activos digitales y el derecho privado [

Durante el mes de septiembre de 2023 el Instituto
Internacional para la Unificacién del Derecho Privado
("UNIDROIT") publicé los Principios sobre Acti-
vos Digitales y Derecho Privado (los “Princi-
pios”). Estos Principios suponen la terminacién de
unos trabajos prolongados durante tres afios y res-
pecto de los cuales, ademas, se publicé este mismo
afo un borrador sobre el cual los agentes implicados
pudieron realizar las alegaciones que estimasen con-
venientes.

En la elaboracién de los Principios, UNIDROIT ha
abordado retos de distinta complejidad y naturaleza
referidos, entre otros, a potenciales cambios ines-
perados en el uso de las tecnologias y los acti-
vos digitales. Asimismo, su desarrollo ha supuesto
un proceso de analisis exhaustivo de las princi-
pales cuestiones de Derecho privado en relacion
con los activos digitales en el mercado, de modo que
pueda servir de apoyo para los legisladores y usuarios
a la hora de afrontar las complejidades relacionadas
con el uso privativo de este tipo de activos.

Se ha subrayado por parte de UNIDROIT que este
proyecto supone una novedad en cuanto a su
modo de tramitacién, pues hasta el momento de
su concepcién no habian surgido normas especificas
de Derecho privado, en contraposicion de iniciativas
procedentes de otros ambitos. Para ello, este proyec
to ha aunado a expertos de muchos ambitos y siste-
mas juridicos diferentes.

En consecuencia, estos Principios reflejan un enfo-
que prudente, cubriendo exclusivamente aquellas
areas donde los activos digitales precisaban de una
clarificacién legal en cuanto a su naturaleza y carac
teristicas, o donde era necesario idear soluciones ad
hoc.

El resto de las cuestiones de Derecho privado, como
es el caso de las normas de propiedad intelectual o
de proteccion de los consumidores, no han sido
abordadas explicitamente, al entender que se trata
de cuestiones que deben ser desarrolladas por el de-
recho interno de los distintos estados. En definitiva,
se trata de un instrumento que ha priorizado la bus-
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queda de la seguridad juridica y de una solucién
para cubrir las lagunas legales existentes en los
regimenes nacionales preexistentes de Derecho pri-
vado.

Tal como se establece en la introduccién del texto, los
Principios elaborados persiguen orientar a los or-
denantes de aquellas operaciones de activos
digitales cubiertas por dichos Principios, asi como a
los tribunales y al resto de agentes implicados en es-
tas operaciones. Se reducira, de este modo, la inse-
guridad juridica en este tipo de transacciones.

De ahi que, a pesar de que en el comentario adjunto
a los Principios se haga referencia o se incluyan ejem-
plos sobre la Tecnologia de Registro Distribuido
y a la tecnologia blockchain, el hecho de ser tec-
nolégicamente neutrales permite que estos princi-
pios puedan aplicarse a otras tecnologias, sin favore-
cer el uso de algunas en concreto. Los Principios
estan limitados a un subconjunto de activos di-
gitales que pueden estar sujetos a control de una
persona, siempre que posea la capacidad de:

e impedir de forma exclusiva que otros obtenga
sustancialmente todo el beneficio del activo digi-
tal;

e obtener sustancialmente todos los beneficios del
activo digital; y

e cambiar el control del activo digital en favor de
otra persona.

Los Principios se dividen en siete secciones dife-
renciadas: (i) &mbito de aplicacién y definiciones; (ii)
Derecho Internacional Privado; (iii) control y transfe-
rencia del activo digital; (iv) régimen de custodia; (v)
operaciones garantizadas y garantias reales; (vi) Dere-
cho procesal, ejecuciones de sentencias; y (vii) insol-
vencia y sus efectos en los derechos de propiedad
sobre bienes digitales.

En conclusion, estos Principios, pese a estar enfoca-
dos en complementar los regimenes nacionales, ayu-
dardn a la armonizaciéon de los principios de
transacciones sobre activos digitales.


https://www.unidroit.org/wp-content/uploads/2023/09/Principles-on-Digital-Assets-and-Private-Law.pdf

B. Espana adelanta la aplicacion del primer Reglamento del mundo sobre el mercado de

criptoactivos [ |

El pasado 26 de octubre el Gobierno en funciones
publicé la intencion de adelantar la entrada en vi-
gor del Reglamento 2023/1114 del Parlamento Euro-
peo y del Consejo, de 31 de mayo de 2023, relativo
a los mercados de criptoactivos (el “Reglamento
MiCA"), con el fin de proporcionar seguridad juridica
en la provisién de servicios de criptoactivos y prote-
ger a los consumidores. La fecha prevista para el co-
mienzo el Reglamento MiCA comience a aplicarse en
Espana esta fijada en el mes de diciembre de 2024.

Es preciso recordar que el Reglamento MiCA, que
entro en vigor el 29 de junio de 2023, tiene prevista
su aplicacién, con caracter general, a los 18 meses
desde su entrada en vigor, es decir, a partir del 30
de diciembre de 2024. Sin embargo, algunas disposi-
ciones tienen previsto un plazo de aplicacion menor,
debiendo ser aplicadas desde el 30 de junio de 2024
o desde la fecha de entrada en vigor del Reglamento
MICA.

Sin perjuicio de estas consideraciones, el articulo 143
del Reglamento MiCA establece una serie de medi-
das transitorias para los proveedores de servi-
cios de criptoactivos (por sus siglas en inglés,
“CASPs") que hubieran desarrollado antes del 30 de
diciembre de 2024 la actividad de prestacion de ser-
vicios de criptoactivos conforme a la normativa na-
cional aplicable. Estos proveedores podran continuar
prestando sus servicios bajo estas condiciones hasta
el 1 de Diciembre de 2026 o hasta la fecha en la
que la autorizacién como CASP les fuera concedida
o denegada bajo el Reglamento MiCA.

A su vez el Reglamento MiCA concede a los Es-
tados Miembros un cierto margen discrecional
para excluir este régimen transitorio para los CASPs o
para reducir su duracién, en el caso de considerar
gue su marco regulador nacional es menos estricto
gue el establecido en el Reglamento MiCA.

Para llevar a cabo esta modificacion del régimen
transitorio, los Estados Miembros deberan noti-
ficar a la Comisién Europea y a la Autoridad Europea
de Valores y Mercados (“AEVM"” o “ESMA”", por sus
siglas en inglés) antes del 30 de junio de 2025 su
decision de no aplicar o reducir parcialmente el pe-

riodo transitorio previsto de 36 meses.

En este contexto, el periodo transitorio en Espana
para la aplicacion del Reglamento MiCA se ha
reducido en 6 meses, es decir, el plazo de este pe-
riodo terminaréa el 30 de diciembre de 2025. Por ello,
es previsible que la Comisidn Nacional del Mercado
de Valores (“"CNMV") comience con anterioridad a
conceder o denegar autorizaciones bajo el Regla-
mento MiCA a aquellos CASPs que asf lo soliciten, asi
como a operar como autoridad supervisora para los
CASP y emisores de tokens referenciados a activos y
tokens no considerados como tokens de dinero elec-
trénico.

Esta medida llevada a cabo en Espafia se alinea con
la peticion general de la ESMA de armonizar las
expectativas de supervision relacionadas con las
entidades que ofrecen actualmente servicios de crip-
toactivos a lo largo de todas las jurisdicciones del Es-
pacio Econémico Europeo. La ESMA ya ha comunica-
do abiertamente su objetivo de hacer converger
las diferentes normativas aplicables, de modo
que se promuevan practicas coherentes que pue-
dan ser utilizadas tras el comienzo de la aplicacién del
Reglamento MiCA.

Con el objetivo de lograr un enfoque convergente
para las diferentes autorizaciones encargadas de la
supervision de los CASPs durante la fase transitoria,
la ESMA esta trabajando con las distintas Autorida-
des Nacionales Competentes (“ANCs").

El adelanto de la aplicacion del Reglamento MiCA
por parte de Espana persigue fomentar un clima de
seguridad juridica y proteccion a los inversores
en criptoactivos dentro del panorama nacional.


https://www.lamoncloa.gob.es/serviciosdeprensa/notasprensa/asuntos-economicos/Paginas/2023/261023-reglamento-europeo-mercado-criptoactivos.aspx
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C. La Comision Nacional del Mercado de Valores incoa el primer expediente sancionador

por incumplimientos en materia de publicidad de criptoactivos [ 1

El 31 de octubre de 2023 la CNMV acordé la in-
coacion de un expediente sancionador contra MIO-
LO DESARROLLOS, S.L. por la posible comisién de
incumplimientos respecto a varias normas pre-
vistas en la Circular 1/2022, de 10 de enero, de la
Comision Nacional del Mercado de Valores, relativa a
la publicidad sobre criptoactivos presentados como
objeto de inversién (“Circular 1/2022"”). Concreta-
mente, la incoacion se refiere a dos campanas publi-
citarias de criptoactivos de septiembre y noviembre
de 2022.

Como las campanas publicitarias respecto de las que
se ha incoado el expediente sancionador son de fina-
les de 2022, la CNMV aplica el Real Decreto Legisla-
tivo 4/2015, de 23 de octubre, por el que se aprueba
el texto refundido de la Ley del Mercado de Valores
(“Ley del Mercado de Valores de 2015"), actual-
mente derogada por la nueva Ley 6/2023, de 17 de
marzo, de los Mercados de Valores y de los Servicios
de Inversiéon. De ahi que el expediente sanciona-
dor se fundamente en la aplicacién del articulo
292.4 de la Ley del Mercado de Valores de 2015.

El precepto indicado establece cudles son las infrac-
ciones por incumplimiento de las obligaciones exigi-
das para un correcto funcionamiento del mercado
primario de valores y de la negociacién de instrumen-
tos financieros en los mercados secundarios. Concre-
tamente, califica como infraccion grave que se rea-
lice publicidad vulnerando lo dispuesto en el articulo
240 y 240 bis de la Ley de Mercado de Valores de
2015 o en sus normas de desarrollo.

En este caso, tal como indica la CNMV, la incoacion
se produce por la infraccion de lo dispuesto en el
articulo 240 bis de la Ley del Mercado de Valo-
res de 2015, relativa a la capacidad de la CNMV de
someter a autorizacion o control la publicidad de
criptoactivos o de otros activos e instrumentos pre-
sentados como objeto de inversién con una difusién
publicitaria comparable.

En este sentido, es el articulo 240 de la Ley del Mer-
cado de Valores de 2015 el que, por remisién especi-
fica de su articulo 240 bis, preceptla que la CNMV
podréa ejercer las acciones oportunas para gue cese 0
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se rectifique la publicidad que, en general, se consi-
dere ilicita conforme a las normas en materia publici-
taria, sin perjuicio de las sanciones que pudieran co-
rresponder. La Circular 1/2022 fue elaborada con
base en este articulo, con el objetivo de establecer
disposiciones imperativas para el control de la pu-
blicidad de estos activos digitales.

El expediente sancionador incoado por la CNMV con
respecto a las dos campaias publicitarias antes
mencionadas, se hace en atencién a las siguientes
consideraciones:

e Dos presuntas infracciones de la Norma 5 de la
Circular 172022, en virtud de la cual se establece,
entre otros, la obligatoriedad de que todas
las comunicaciones comerciales incluyan in-
formacion sobre los riesgos del producto
que se publicita en ellas, estableciendo el conte-
nido y el formato que han de cumplir las piezas
publicitarias, con especial mencion a los requisi-
tos de que debe tener la informacion sobre los
riesgos de la inversién en criptoactivos. Segun la
CNMYV, se habrian cometido infracciones rela-
tivas a la no inclusion de informacion y ad-
vertencias sobre los riesgos de los criptoac-
tivos.

e Dos presuntas infracciones de la Norma 7, que se
refiere al régimen de comunicaciéon previa
obligatoria para las campanas de publici-
dad masiva. En su virtud, los sujetos obligados
deben aportar al menos con 10 dias de antela-
cion antes de su ejecucion, la informacion y do-
cumentacion que se detalla en esta Norma a la
CNMV.

A pesar de que todavia no se ha publicado la resolu-
cion definitiva por parte de la CNMV, la incoacién de
un expediente sancionador en materia de publicidad
de criptoactivos supone un hito importante ya que se
trata del primer expediente de este tipo que se
incoa por un presunto incumplimiento de la Circular
1/2022.


https://www.cnmv.es/webservices/verdocumento/ver?t=%7Ba720fdac-8d75-46e9-958d-ccb8b9cc636f%7D

D. Publicados los primeros paquetes de consulta y comienzo del desarrollo del Reglamento

MiCA

El Reglamento MICA contiene una serie de medidas denominadas
de Nivel 2 y de Nivel 3 que deben desarrollarse con anterioridad al
comienzo de su aplicaciéon. En este sentido, y para cumplir con lo
dispuesto en el Reglamento MiCA, la ESMA y la Autoridad Bancaria
Europea ("ABE” o, por sus siglas en inglés, "EBA"), estan llevando a
cabo una serie de consultas publicas acerca de distintos aspectos
para el desarrollo de normas técnicas. Estas normas técnicas se co-
nocen como Regulatory Technical Standards (por sus siglas en in-
glés, “RTS") e Information Technical Standards (por sus siglas en
inglés, “ITS").

Estas consultas sobre normas técnicas se publicaran en tres paque-
tes de consultas de manera secuencial, de modo que la ESMA 'y
la EBA puedan incorporar los comentarios pertinentes recibidos del
publico general. En Diciembre y en octubre de 2023 la ESMA ha
publicado el primer y el segundo paquete de consultas, res-
pectivamente, que se resumen a continuacion:

I. Primer paquete de consulta de la ESMA [Enlace]

El primer paquete fue publicado el 12 de Diciembre de 2023 y
permanecié abierto para recibir consultas hasta el dia 20 de sep-
tiembre de 2023. El primer paquete de consultas de la ESMA contu-
vo el desarrollo de RTS sobre los siguientes aspectos:

e El contenido de la notificacién de determinadas entidades fi-
nancieras a las ANCs.

e Los formularios y plantillas para la notificacién determinadas
entidades financieras a las ANCs.

e El contenido de la solicitud de autorizacién para los CASPs, cu-
yos requisitos se recogen en el articulo 62 del Reglamento
MiCA.

e  Formularios y plantillas para la solicitud de autorizacién de los
CASPs.

e  El procedimiento de tramitacién de reclamaciones relativo a los
requisitos, plantillas y procedimientos en materia de reclama-
ciones de clientes.

e Laidentificacion, prevencion, gestion y divulgacion de conflic-
tos de intereses.

e Contenido de la evaluacién de las adquisiciones previstas de
CASPs.

Il. Segundo paquete de consulta de ESMA [Enlace]

El segundo paquete de consulta publica de la ESMA de 5 de
octubre de 2023 se encuentra abierta hasta el 14 de diciembre de
2023. Es una consulta que desarrolla RTS sobre los aspectos siguien-
tes:

e  Contenido, metodologias y presentacion de indicadores de sos-
tenibilidad sobre los efectos adversos en el clima y el medio
ambiente.

e Los requisitos exigidos para que los CASPs garanticen la conti-
nuidad y la regularidad en la prestacion de dichos servicios.

e  Los datos de transparencia previos y posteriores a la negocia-
cion que deben hacerse publicos.

e  Contenido y formato de los registros del libro de érdenes y el
mantenimiento de los registros por parte de los CASPs.

e Los formularios estandar y plantillas para el libro blanco de
criptoactivos.

e Los medios técnicos para la adecuada divulgacion publica de
informacion privilegiada.

Por otro lado, ademas de las consultas llevadas a cabo por la
ESMA, la EBA también ha publicado sus propias consultas
para el desarrollo de normas técnicas del Reglamento MiCA. Asj,
el pasado 20 de octubre de 2023 la EBA lanzé sus consultas so-
bre:

1. el proyecto de directrices sobre las disposiciones de go-
bernanza interna para los emisores de fichas referen-
ciadas a activos (por sus siglas en inglés, “ARTs"), en aten-
cion al principio de proporcionalidad;

2. las normas técnicas relativas al procedimiento de aproba-
cion de libros blancos de ARTs emitidos por entidades
de crédito; y

3. sus proyectos de RTS relativos al contenido minimo de los
acuerdos de gobernanza sobre la politica de remune-
racion con relacion al Reglamento MiCA.

A estas consultas de la EBA se suman otras que han sido publica-
das en noviembre, como las consultas sobre los proyectos de RTS
relativas a los requisitos de fondos propios y al disefo de progra-
mas de pruebas de resistencia de los emisores de fichas ARTs y de
fichas de dinero electrénico, o el procedimiento y el calendario
para ajustar estos requisitos.

Adicionalmente, la ESMA y la EBA publicaron una consulta
relativa a dos paquetes de directrices conjuntas sobre las evalua-
ciones de idoneidad de los miembros del 6rgano de direc-
cion y de los accionistas y miembros con participaciones
cualificadas de emisores de ARTs y de CASPs. El objetivo de
esta consulta persigue elaborar unas directrices que proporcio-
nen claridad y armonizacién con respecto a los criterios para llevar
a cabo estas evaluaciones, gue se centraran en los conocimientos,
competencias, experiencia, integridad y honorabilidad, entre
otros, de los miembros del 6rgano de direccién y de los accionis-
tas 0 socios con participaciones significativas.

Por ultimo, la EBA también respondi6 a la solicitud de asesora-
miento de la Comision Europea sobre dos actos delegados en
virtud del Reglamento MiCA relativos a los criterios para deter-
minar el caracter significativo de los ARTs y de las fichas de
dinero electrénico y a las tasas de supervision que puede
cobrar EBA a este tipo de emisores. Asi, la EBA ha propuesto
un conjunto de indicadores basicos y auxiliares para cada criterio
de significatividad y para asignar los costes de las tasas de super-
visién entre los emisores significativos. 7
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E. La EBA realiza una consulta sobre las nuevas Directrices para prevenir el uso indebido

de las transferencias de fondos y de determinados criptoactivos con fines de blanqueo de

capitales y financiacion del terrorismo [

La EBA inici6 el 24 de noviembre de 2023 una con-
sulta publica sobre las nuevas Directrices destinadas
a prevenir el uso indebido de fondos y transferencias
de ciertos criptoactivos con fines de blanqueo de ca-
pitales y financiacién del terrorismo - "CBT/FT"” - (las
“Directrices”). La consulta sobre las Directrices per-
manecera abierta hasta el 26 de febrero de 2024.

Las Directrices tienen como objetivo establecer un
entendimiento comun que asegure la coherente apli-
cacion de la legislaciéon de la UE, fortaleciendo la lu-
cha contra el PBC/FT. Asi, las Directrices detallan las
medidas que deben adoptar los proveedores de
servicios de pago (“PSPs”), los intermediarios de
PSPs, los CASPs y los intermediarios de CASPs, para
detectar informaciéon incompleta o inexistente
asociada a transferencias de fondos o de crip-
toactivos. Por ello, las Directrices establecen proce-
dimientos para gestionar transferencias que carezcan
de la informacién requerida.

Alcance de las nuevas Directrices de la EBA

Las Directrices tienen el siguiente alcance:

e Prevenir el uso inadecuado de transferencias de
fondos y de criptoactivos con fines delictivos.

e Asegurar la capacidad de las autoridades com-
petentes para rastrear las transferencias de fon-
dos y criptoactivos con fines delictivos cuando lo
estimen necesario.

* Prevenir, detectar o investigar acciones que pue-
dan constituir o facilitar el blanqueo de capitales
y/o de la financiacién del terrorismo.

En este sentido, la EBA tiene como objetivo fomentar
un consenso entre los PSPs, CASPs, y sus respectivos
intermediarios, junto con las autoridades competen-
tes de la UE, respecto a procesos eficaces para iden-
tificar y gestionar aquellas transferencias que carecen
de la informacién requerida.

Los comentarios de aquellos interesados pueden en-
viarse a través de la pagina de consulta de la EBA. El
17 de enero de 2024 tendra lugar una audiencia pu-
blica virtual sobre el documento de consulta. Todas
las contribuciones recibidas se publicaran al concluir

Alerta FinTech | Diciembre 2023

]

la consulta, a menos gue se solicite lo contrario.

Estas Directrices se enmarcan en el contexto de las re-
formas propuestas por la Comisiéon Europea en
Diciembre de 2021. Estas reformas, reflejadas en el
Reglamento (UE) 2023/1113 y la Directiva (UE) 2015/849,
persiguen adaptar el marco juridico de la UE a las nor-
mas del Grupo de Accién Financiera Internacional, am-
pliando las obligaciones de informacion a los CASPs.

De ser aprobadas, las Directrices reemplazarfan a las an-
teriores, buscando fortalecer las medidas contra la falta
de informacion o la informacién incompleta en transfe-
rencias de fondos, dando apoyo a los esfuerzos de pre-
vencion del blanqueo de capitales y de la financiacion
del terrorismo en el territorio de la UE.


https://extranet.eba.europa.eu/user

F. Informe por el que se modifican las Directrices EBA/GL/2021/16 sobre las

caracteristicas de un enfoque basado en el riesgo para la supervision el blanqueo de

capitales y la financiacion del terrorismo, y las medidas que deben llevar a cabo la

supervision en funcion del riesgo con arreglo al articulo 48, apartado 10, de la

Directiva (UE) 2015/849 [

]

El pasado 27 de noviembre, la EBA presentd el Infor-
me de las Directrices gue modifican las Directrices
EBA/GL/2021/16, sobre las caracteristicas de un en-
fogue basado en el riesgo para la supervision de la
lucha contra el blangueo de capitales y la financia-
cion del terrorismo, y las medidas que deben adop-
tarse al llevar a cabo la supervision en funcion del
riesgo con arreglo al articulo 48, apartado 10, de la
Directiva (UE) 2015/849 (el “Infome sobre las Di-
rectrices de supervision basada en el riesgo”).

El Informe amplia la aplicacién de las Directrices EBA/
GL/2021/16 (las "Directrices de supervisiéon basa-
da en el riesgo”) a los supervisores de criptoactivos
segun el Reglamento MiCA.

Obijetivos del Informe sobre las Directrices de super-
vision basada en el riesgo

Los objetivos son los siguientes:

e Establecer una comprension comun entre las au-
toridades de la UE sobre la supervision de los
CASPs, enfatizando la cooperacién entre distin-
tas autoridades y partes interesadas;

e Ordenar un enfoque coherente a efectos de la
supervision;

e Orientar sobre fuentes de informacion, determi-
nando las directrices necesarias;

e Formar al personal para un correcto desempefio
de las funciones de aquellos encargados de la
supervision de los CASPs.

Marco legislativo del Informe sobre las Directrices de
supervision basada en el riesgo

El Informe hace referencia a los antecedentes norma-
tivos y propuestas de la UE en la materia. En este
sentido, se destaca el paquete legislativo propues-
to por la Comision Europea en Diciembre de 2021
para reformar el marco juridico de la UE contra
el blanqueo de capitales y la financiacion del
terrorismo.

El paquete incluia el Reglamento (UE) 2023/1113 del
Parlamento Europeo y del Consejo, de 31 de mayo de
2023, relativo a la informacion que acompana a las
transferencias de fondos y de determinados criptoac

tivos y por el que se modifica la Directiva (UE)
2015/849 (la “Travel rule”). La Travel rule, publicada
en junio de 2023, amplié su dmbito a transferencias
de criptoactivos e incluyé a los CASPs en la Directiva
2015/849, sujetandolos a los requisitos de PBC/FTy a
una supervision similar a la de otras entidades finan-
cieras.

Asimismo, la Travel rule establecié que la EBA publi-
carfa directrices sobre el enfoque basado en el riesgo
para la supervision en materia de PBC/FT de los
CASPs. Por ello, la EBA evalud las Directrices de su-
pervisién basada en el riesgo vigentes y determiné
que eran adecuadas, extendiéndolas a supervisores
de criptoactivos. Se llevd a cabo una consulta publica
entre marzo y junio de 2023, con ocho respuestas
recibidas. En consecuencia, las nuevas Directrices
presentadas en el Informe sobre las Directrices de su-
pervisién basada en el riesgo modifican las anterio-
res.

Justificacion del Informe sobre las Directrices de su-
pervisién basada en el riesgo

La publicacién del Informe sobre las Directrices de
supervision basada en el riesgo radica en la necesi-
dad de que las autoridades competentes identifi-
guen y comprendan los factores de riesgo que
afectan a cada sector y sujeto de evaluacién a los
riesgos de PBC/FT, basandose en diversas fuentes
de informacion. Asimismo, se insta a las autoridades
competentes a establecer y aplicar estrategias de su-
pervisién a mas largo plazo en materia de PBC/FT.

Aplicacién de las nuevas Directrices de supervision
basada en el riesgo

Las nuevas Directrices se traduciran a los idiomas ofi-
ciales y se publicaran en la pagina web de la EBA,
siendo de aplicacion desde el 24 de diciembre de
2024. Las autoridades competentes tendran un plazo
de dos meses expresar su conformidad.


https://extranet.eba.europa.eu/sites/default/documents/files/document_library/Publications/Guidelines/2023/EBA-GL-2023-07/1063925/Final%20report%20on%20guidelines%20amending%20the%20Risk%20Based%20Supervision%20Guidelines.pdf?retry=1

2. DeFi y Blockchain




A. Propuesta de Reglamento del Parlamento Europeo y del Consejo por el que se

modifica el Reglamento (UE) n.° 910/2014 en lo que se refiere al establecimiento de un

marco para la Identidad Digital. [

La Propuesta de Reglamento del Parlamento Euro-
peo y del Consejo por el que se modifica el Regla-
mento (UE) n.° 910/2014 en lo que se refiere al esta-
blecimiento de un marco para la Identidad Digital (la
“Propuesta elDAS Il1"”), acordada el 8 de noviem-
bre de 2023, tiene como objetivo regular la Iden-
tidad Digital y establecer un marco unificado en
toda la Unién Europea, para proporcionar una iden-
tidad digital fiable y segura. Asimismo, destaca la
inclusion del régimen juridico para el reconoci-
miento de los libros mayores electrénicos (por
su traduccion al inglés, “Electronic Ledgers”).

En primer lugar, la Propuesta elDAS Il establece
como objetivos principales los siguientes:

e Proporcionar a todos los ciudadanos de la UE
acceso transfronterizo a identidades electréni-
cas seguras;

e Respaldar servicios publicos y privados con iden-
tidades digitales confiables; y

e Permitir el intercambio selectivo de datos.

Ademas, mediante la introduccién de las carteras
digitales personales para ciudadanos de la UE, se
facilita la identificacion, almacenamiento y gestién
de datos oficiales, permitiendo la autenticacion en
servicios en linea y la autorizacién de transacciones.
En este contexto, la Propuesta elDAS Il busca supe-
rar las deficiencias actuales en los sistemas de iden-
tificacion digital de la UE, ofreciendo seguridad, gra-
tuidad y uniformidad en toda la region.

En segundo lugar, la propuesta destaca la inclusion
definitiva del régimen juridico para el reconoci-
miento de los Electronic Ledgers en los articulos
45h y 45i de la Propuesta elDAS II:

e El articulo 45h asegura la no discriminacion de
un Electronic Ledger en términos de efectos ju-
ridicos o admisibilidad como prueba en un pro-
cedimiento judicial, independientemente de su
formato electréonico o cumplimiento de requisi-
tos cualificados. Si es considerado cualificado,
se presume su orden cronolégico Unico y exac
to, asf como su integridad.

e Elarticulo 45i establece los requisitos para atri-
buir a un Electronic Ledger el caracter de cuali-
ficado, incluyendo la gestion por proveedores
de confianza, indicacién del origen y orden
cronolégico de registros, y garantia de integri-
dad.

La concesién de reconocimiento legal y validez pro-
batoria que la Propuesta otorga a los Electronic
Ledgers representa un avance significativo para
la tecnologia de registro distribuido, (por sus
siglas en inglés, "DLT"), en Europa. Asimismo, la
Propuesta elDAS Il subraya la relevancia de los Elec
tronic Ledgers en la implementacion de soluciones
eficientes para servicios publicos, tales como el
voto electrénico, la cooperacion transfronteriza y el
mantenimiento de registros descentralizados de
propiedad.

En resumen, la Propuesta elDAS Il busca establecer
condiciones uniformes en el mercado interior de la
Unién Europea en lo que respecta a la identidad
digital mediante un marco armonizado que garan-
tice la prestacién de servicios seguros en toda la
UE. Adicionalmente, propone como novedad el re-
conocimiento de los Electronic Ledgers, otorgan-
doles validez probatoria en procesos judiciales a
nivel de la UE. Este avance representa un hito cru-
cial para la DLT en el espacio de la UE.


https://www.europarl.europa.eu/cmsdata/278103/eIDAS-4th-column-extract.pdf
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B. Finanzas descentralizadas en la Unién Europea: desarrollos y riesgos [

El pasado mes de octubre la ESMA publicé un infor-
me sobre tendencias, riesgos y vulnerabilida-
des relativo a las finanzas descentralizadas (por
sus siglas en inglés, “DeFi”) en la Unién Europea (el
“Informe”). En este Informe la ESMA resume el de-
sarrollo de las DeFi en los ultimos afios, asi como sus
caracteristicas distintivas y los riesgos que plan-
tea para el cumplimiento de los objetivos de la ESMA.
Este Informe también esta orientado a la revision, en
un futuro, del Reglamento MiCA.

El Informe sefiala que, a pesar de que la exposicion
de los inversores a las DeFi continta siendo limitada,
existen en la actualidad riesgos serios para la
proteccion del inversor. Entre las razones sefiala-
das por el Informe se incluye el caracter especulativo
de muchos acuerdos en materia DeFi, vulnerabilida-
des operativas y de seguridad considerables, y la au-
sencia de una figura responsable claramente defini-
da. Segun la ESMA, esta coyuntura requiere una
monitorizacién constante debido a la rapida evo-
lucion del sector.

El Informe menciona en particular las bolsas des-
centralizadas como ejemplo de un tipo de aplica-
cion DeFi. La ESMA ha declarado que, si bien estas
ultimas pretenden eliminar determinadas vulnerabili-
dades relevantes en el comercio de criptoactivos,
también presentan sus propios retos y debilidades.
Pese a que las DeFi no suponen un riesgo significati-
vo para la estabilidad financiera en su conjunto, si ha
generado nuevas técnicas y problemas de mani-
pulacion del mercado.

El Informe aborda cinco principales puntos dife-
renciados:

e Introduccién a DeFi y recorrido histérico desde
sus origenes hasta su desarrollo actual,

e Andlisis de los potenciales riesgos y beneficios de
DeFi para los usuarios y para el conjunto del sis-
tema financiero;

e Protocolos de intercambio descentralizado;

e Retos especificos de los protocolos de intercam-
bio descentralizado y de las caracteristicas de
DeFi en relacion con la integridad del mercado, y

e Conclusiones principales.
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Entre los beneficios mas destacados de las DeFi, el
Informe sefiala su contribucién a la inclusién fi-
nanciera, ya que permite a los usuarios acceder a
productos y servicios sin un intermediario que poten-
cialmente pueda restringir su acceso. Asimismo, se
menciona la posibilidad de que las DeFi promue-
van el desarrollo de productos financieros inno-
vadores. A su vez, las DeFi han permitido agilizar el
mercado al dotarlo de una mayor seguridad y redu-
ciendo los costes asociados a las operaciones finan-
cieras que pueden realizarse en cualquier momento.

Como contrapartida, algunos de los riesgos des-
tacados en el Informe incluyen riesgos tradicio-
nales que se ven acrecentados por las DeFi, tales
como: (i) los riesgos de mercado y liquidez y otros
riesgos propios de este nuevo fenémeno, (i) la espe-
culaciéon y la gran volatilidad de algunos criptoacti-
vos, o (iii) la exposicion de los inversores no profesio-
nales a productos demasiado complejos o arriesgados.

Otro de los riesgos asociados a las DeFi son las esta-
fas y las actividades ilicitas ya que, practicamente,
cualguiera puede crear o interactuar con protocolos
DeFi, sin necesidad de identificarse y pasar por con-
troles de Know Your Customer. A estos riesgos se
suman otros relacionados con la operatividad del
sistema, la seguridad y la tecnologia (por su in-
fraestructura multicapa) y, entre otros, los smart con-
tracts. Los ataques a las vulnerabilidades del cédigo y
los puntos de control de acceso de los sistemas DeFi,
por otra parte, tienen como objetivo alterar su fun-
cionamiento.

Por ultimo, el Informe concluye remarcando la im-
portancia de una regulacion y supervision efec-
tivas de DeFi, aunque admite la dificultad de conse-
guirlo por la falta importante de datos y las
caracteristicas técnicas del sector. El Informe incluye
una referencia también en su conclusiéon al Regla-
mento MiCA sefalando que la Comisién Europea
desarrollard un informe para evaluar el desarrollo de
DeFiy si merece medidas reglamentarias adicionales.


https://www.esma.europa.eu/sites/default/files/2023-10/ESMA50-2085271018-3349_TRV_Article_Decentralised_Finance_in_the_EU_Developments_and_Risks.pdf

C. Finanzas descentralizadas: Una categorizacion de los contratos inteligentes

| ]

El presente informe publicado por la ESMA el pasado
11 de octubre de 2023 aborda la evolucion de los
smart contracts desde que fueron introducidos por
primera vez en la blockchain de Ethereum en 2015
hasta la actualidad, momento en el cual se han con-
vertido en la pieza clave de las DeFi.

Los smart contracts son programas informaticos alma-
cenados en la blockchain de realizacion automatica. Es
decir, estos contratos contienen coddigo que permite su
ejecucion cuando se cumplen unas condiciones prede-
terminadas. De este modo, los smart contracts garan-
tizan la transparencia y seguridad de las transac-
ciones.

Estos contratos estan disefiados para facilitar las
transacciones financieras entre los usuarios de la
blockchain sin la necesidad de contar con los in-
termediarios de confianza que caracterizan a las fi-
nanzas tradicionales. Debido a su naturaleza de codi-
go abierto, los smart contracts se consideran una
importante fuente de innovacién financiera. Sin
embargo, conllevan una enorme complejidad tecnolé-
gica que lleva aparejada también determinados ries-
gos.

Es por ello por lo que la ESMA hace hincapié en que
los reguladores y supervisores deben comprender y vi-
gilar esta complejidad para evaluar sistematicamente
los riesgos para los inversores y la estabilidad fi-
nanciera derivados de los smart contracts.

Al discernir las distintas categorias de smart contracts,
este informe de la ESMA representa un primer paso en
esta direccion. En este sentido, la ESMA propone las
siguientes categorias de smart contracts:

* Financieros. Sirven para recolectar y compartir
moneda fiduciaria, potenciando tareas moneta-
rias basicas. Ademas, incluyen actividades como
loterfas en linea y otros tipos de apuestas en linea
que recolectan y redistribuyen fondos.

e Operacionales. Ejecutan smart contracts y ges-
tionan la memoria de la blockchain. Resultan
esenciales para asignar recursos de manera efi-
ciente y asegurar que los smart contracts funcio-
nan correctamente.

¢ Tokens. Permiten la creacién, el rastreo y la eli-
minacion de tokens digitales. Algunos de estos
smart contracts son ERC20 y ERC721. Los tokens
ERC20 son idénticos y pueden ser intercambia-
dos uno por otro. Los tokens ERC721 son Unicos
y no pueden ser fragmentados, como, por ejem-
plo, los coleccionables digitales que son un tipo
de Non-Fungible Token o NFT.

¢ Wallet. Manejan aspectos tales como tarifas,
saldos de cuentas, acceso publico y control de
permisos, facilitando a las personas el uso de la
blockchain.

¢ Infraestructura. Manejan el back-endy las ba-
ses de otros smart contracts y aplicaciones de
blockchain. Se ocupan de aspectos tales como
datos, firmas y cémo se codifica y decodifica la
informacion.

El informe de la ESMA destaca la existencia de una
mayor diversidad en la implementaciéon de los smart
contracts, lo que indica la creciente incorporacién de
protocolos complejos e interconectados que se han
convertido en una caracteristica definitoria de las
DeFi.



https://www.esma.europa.eu/sites/default/files/2023-10/ESMA50-2085271018-3351_TRV_Article_Decentralised_Finance_A_Categorisation_of_Smart_Contracts.pdf
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D. La OICV establece un enfoque global para abordar los riesgos de las finanzas

descentralizadas (DeFi) [ 1

La Organizacion Internacional de Comisiones de Va-
lores (“OICV") ha emitido un informe que destaca
nueve recomendaciones clave para abordar la in-
tegridad del mercado y los riesgos para los in-
versores en relacion con las DeFi. Estas recomen-
daciones abarcan areas como la comprension de
acuerdos DeFi, la consecucion de normas regulato-
rias comunes, la identificacion y gestién de riesgos, la
provision de informacién clara, el cumplimiento de la
legislacion aplicable y la promocién de la coopera-
cién transfronteriza. La OICV reconoce el potencial
de la innovacién financiera impulsada por DeFi, si
bien prioriza la atencion a la integridad del mercado
y la proteccion del inversor.

Este informe busca garantizar la igualdad de condi-
ciones entre los mercados de criptoactivos y los mer-
cados financieros tradicionales, reduciendo el riesgo
de arbitraje regulatorio. Se enfatiza la necesidad de
que los reguladores comprendan el mercado DeFi,
sus productos y servicios, asi como quiénes los ofre-
cen y a quiénes aplican las obligaciones regulatorias.
Ademas, se subraya que los marcos regulatorios se
aplican a los productos y actividades DeFi, a pesar de
las afirmaciones de descentralizaciéon por parte de los
participantes en el mercado.

El informe de la OICV tiene como objetivo proporcio-
nar nueve recomendaciones y orientaciones a
los miembros de la OICV en relacion con las
DeFi dentro de sus marcos normativos. El infor-
me de la OICV destaca la importancia de aplicar un
enfoque consistente en la regulacién de los merca-
dos financieros, independientemente de la tecnolo-
gia utilizada para ofrecer productos y servicios finan-
cieros.

Estas recomendaciones se centran en abordar los
riesgos identificados en DefFi a lo largo de su ciclo de
vida, aplicando normas globales de la OICV para la
regulacién de los mercados de valores. Se busca asi-
mismo promover coherencia en la regulaciéon y
supervision de criptoactivos, considerando la na-
turaleza transfronteriza de estos mercados y el riesgo
de arbitraje regulatorio. Ademas, se destaca la im-
portancia de mejorar la cooperacion transfronteriza
entre reguladores para abordar los riesgos derivados
de la participacion de distintos actores de multiples
jurisdicciones en las DeFi.
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Aungue las recomendaciones no se dirigen directa-
mente a los participantes del mercado, se insta a to-
dos los actores en los mercados de criptoactivos para
gue tengan en cuenta las expectativas y resultados
expresados en las recomendaciones al llevar a cabo
actividades reguladas y transfronterizas.

Por ultimo, la OICV destaca en su informe la impor-
tancia de estas recomendaciones para lograr cohe-
rencia en los marcos regulatorios y supervision en
todas las jurisdicciones miembros de la OICV. El infor-
me representa un avance hacia la creacion de un
marco politico global para criptoactivos y activos digi-
tales, incluyendo DefFi, alineado con los estandares
exigidos en los mercados financieros tradicionales. La
OICV, asimismo, realizd una consulta publica a la que
se podian enviar aportaciones hasta octubre de este
afo. Pretende, por tanto, concluir sus recomendacio-
nes sobre DeFi a finales de 2023, de acuerdo con su
hoja de ruta sobre criptoactivos publicada en Diciem-
bre de 2022.


https://www.iosco.org/news/pdf/IOSCONEWS706.pdf

E. La Asociacion de Ginebra evalia el potencial de las finanzas descentralizadas y la

tecnologia blockchain en los seguros [

La Asociacion de Ginebra ha elaborado un informe de-
tallado que evalla el potencial de las DeFi y la tec-
nologia blockchain en el ambito de los seguros.

Segun las conclusiones del informe, las DeFiy la tecno-
logia blockchain tienen la capacidad de optimizar los
procesos en los seguros tradicionales, lo cual da
lugar a nuevos modelos de negocio y abre oportuni-
dades innovadoras en el sector asegurador. Asimis-
mo, el informe destaca la capacidad de mejora poten-
cial en la accesibilidad, asequibilidad y atractivo de los
seguros gracias a estas nuevas tecnologias.

El informe especifica, en relacién con ambas tecnolo-
gfas, los siguientes beneficios:

e lareduccién de los costes administrativos y la agi-
lizacion de los procedimientos;

e Elaumento de la transparencia mediante registros
inmutables para fortalecer la confianza;

e lareduccién del fraude;

e Su capacidad para mejorar la accesibilidad e inclu-

sion, permitiendo el acceso a coberturas que an-
tes estaban fuera del alcance de ciertos sectores
de poblacién mediante acuerdos de riesgo com-
partido a través de programas semiformales de
microseguros. Estos acuerdos estan dirigidos a
grupos socioeconémicos especificos (geografica-
mente alejados, bajos ingresos o de escasos cono-
cimientos financieros).

A pesar de los beneficios potenciales descritos, el in-
forme sefala que, desde la vision a corto plazo de la
Asociacion de Ginebra, aun no se han materializado
completamente estos beneficios. En el informe se re-
coge que existen obstaculos practicos y se destaca
la necesidad de abordar puntos débiles especificos en
las practicas existentes, como son los costes operati-
vos y la transparencia en los seguros.

Sin embargo, a largo plazo y siguiendo la experiencia
de otros sectores financieros, las tecnologias DeFi y
blockchain podran integrarse completamente en la ca-
dena de valor de los productos de seguros, aunque
técnicamente este proceso puede ser complejo ya que
la blockchain no es facilmente adaptable para par-
chear sistemas informaéticos existentes.

]

Asimismo, el informe de la Asociacién de Ginebra re-
cuerda que, en la toma de decisiones, las reasegura-
doras deben evaluar cuidadosamente el coste
inmediato de invertir en tecnologia en compa-
racion con el potencial a largo plazo de los se-
guros DeFi basados en tecnologia blockchain. El
informe determina que los agentes implicados pon-
deren dindmicamente las ventajas y desventajas de
estos seguros, y se considere la posibilidad de conti-
nuar su desarrollo mediante proyectos piloto.

Los seguros DeFi son beneficiosos para desinterme-
diar y transformar los modelos de negocios tradicio-
nales a largo plazo y, a su vez, estas nuevas tecnolo-
gias pueden potenciar la generaciéon de nuevos
ingresos mediante la oferta de servicios mejorados,
tales como la evaluacion de riesgos, la fijacion de ta-
rifas y la gestion de riesgos y siniestros. Estos servicios
mejorados pueden ser particularmente beneficiosos
para las reaseguradoras que estén activamente com-
prometidas en la transformacion DeFi y blockchain.

Para las reaseguradoras tradicionales una opcién es-
tratégica vélida es comenzar con un régimen piloto
de productos de seguros DeFi y basados en la tecno-
logia blockchain, que aborde las debilidades de los
modelos de negocio existentes o que se dirija a desa-
rrollar nuevos modelos en un mercado emergente.

Por otro lado, segun el informe, las startups deben
identificar oportunidades de negocio donde las
DeFi y la tecnologia blockchain ofrezcan una
ventaja competitiva, como en las coberturas rela-
cionadas con criptomonedas y el seguro de crédito
electrénico en la financiacién de la cadena de sumi-
nistro.

Por Ultimo, la Asociacion de Ginebra considera que
aprovechar las posibles ventajas de los seguros DeFi 'y
basados en la tecnologia blockchain conlleva desa-
fios y riesgos regulatorios y tecnoloégicos. Estos
desafios incluyen: (i) la necesidad de que las ANC
sean cautelosas a la hora de regular estos nuevos pro-
ductos, debido a su naturaleza experimental; (ii) la
falta de madurez del ecosistema blockchain; (iii) la fal-
ta de alfabetizacion digital; (iv) problemas de escala-
bilidad e integracion con sistemas informéticos; y (v)
preocupaciones sobre la privacidad de los datos.


https://www.genevaassociation.org/sites/default/files/2023-08/DeFi%20insurance_WEB.pdf

F. Informe Global sobre Blockchain y sus Implicaciones en la Facilitacion del Rendimiento

del Comercio [ ]

La Organizacién de las Naciones Unidas ha presentado
un nuevo informe global sobre la tecnologia
blockchain y sus implicaciones para facilitar el
rendimiento del comercio. La elaboracion de este
informe surge de la necesidad de abordar la presién
que las cadenas de suministro globales han experi-
mentado en tiempos recientes, resultando en precios
alcistas y escasez de productos esenciales a nivel mun-
dial. En esta linea, se ha vuelto esencial agilizar los pro-
cedimientos transfronterizos, reducir los costes comer-
ciales y optimizar las cadenas de valor globalmente,
especialmente en el contexto de la resistencia comer-
cial y el cumplimiento normativo.

En respuesta a esta realidad, el objetivo principal de
este informe es doble:

® Proporciona orientacion a los responsables politi-
cos, en particular aquellos vinculados a la politica
comercial, sobre las caracteristicas fundamentales
de la tecnologia blockchain; y

e Trata consideraciones politicas y opciones de dise-
fio disponibles en la tecnologia blockchain que
pueden fortalecer los esfuerzos de facilitacién del
comercio, y mejorar los sistemas y procesos co-
merciales existentes.

Teniendo en cuenta el doble objetivo, el informe se
presenta como una herramienta para enfrentar los
desafios actuales y aprovechar el potencial de la
tecnologia blockchain en la optimizacién de las
operaciones comerciales a nivel global.

Los objetivos de la investigacion incluyen:

e Brindar el respaldo politico necesario, incluyendo
orientacién técnica, marcos regulatorios, condicio-
nes previas de cumplimiento y gobernanza, para
acelerar la adopcién e implementacion de la bloc
kchain;

e Desarrollar un modelo de orientacién para coordi-
nar partes interesadas, funciones de toma de deci-
siones, y la implementacién de procesos;

e Resumir casos de uso actuales y potenciales de la
tecnologia blockchain para la facilitacion del co-
mercio y los procesos comerciales, con el fin de
beneficiar a los responsables politicos;

*  Proporcionar una vision general de la evolucién de
la tecnologfa blockchain, destacando los avances y
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explicando la creciente diversidad de casos de uso;

e Establecer las guias para casos de uso como la certifica-
cion, credenciales y gestion de datos distribuidos, que
faciliten el comercio internacional;

e Sugerir un marco para establecer entornos politicos, in-
fraestructuras técnicas y disefios de aplicaciones renta-
bles e interoperables para la adopcion nacional, regional
y global de la tecnologia blockchain,

e Asistir a los gobiernos en la formulaciéon de politicas y
regulaciones adaptadas para la integracion de la block-
chain con tecnologias clave existentes y futuras, como la
Inteligencia Artificial (“IA"), el Internet de las Cosas, v la
computacién en nube;

e Ofrecer recomendaciones para la educacion de respon-
sables politicos, empresarios, funcionarios y el publico en
general, fomentando el uso generalizado de la tecnolo-
gia blockchain,

e Proporcionar una comprensiéon mas clara de los requisi-
tos legales y reglamentarios para el uso de la tecnologia
blockchain en entornos de facilitacion del comercio; y

e Esbozar los factores que pueden influir en el éxito de la
implementacion de la tecnologia blockchain para la faci-
litacion del comercio, abordando la brecha digital entre
paises.

Adicionalmente, el informe detalla diversas tecnologias
blockchain, destacando sus caracteristicas principales, la
evolucion tecnolégica a lo largo de los anos, posibles ca-
sos de uso en el comercio internacional, y analiza consi-
deraciones técnicas y politicas para el disefo, desarrollo y
despliegue de las blockchains en el ambito del comercio
internacional. Finalmente, el informe incluye algunas suge-
rencias sobre cdmo avanzar en este mismo proceso.

La mejora de la eficiencia en las cadenas de valor globales
mediante la digitalizacion y automatizacion, en particular me-
diante la tecnologia blockchain, ha adquirido relevancia. No
obstante, se ha evidenciado que estas herramientas digitales
no solo ofrecen oportunidades valiosas, sino también desa-
fios significativos. Si bien poseen el potencial de asistir a los
gobiernos en la gestién de retos normativos emergentes y
urgentes, surgen retos sobre cémo preservar un equilibrio en-
tre los avances en tecnologia digital y, a su vez, garantizar la
prosperidad compartida, la inclusividad y un impacto positivo
y equitativo generalizado en el ambito del comercio digital
para todas las personas a nivel mundial.


https://unctad.org/system/files/official-document/tcsdtlinf2023d1_en.pdf

3. Servicios de pago




A. El proyecto de Euro digital avanza en la fase de preparacion [

En octubre de 2023, el Banco Central Europeo
("BCE") ha concluido la fase de investigacion del
proyecto del Euro Digital, iniciada en octubre de
2021, avanzando a la fase de preparacion.

Durante la investigacién, se evaluaron diversas confi-
guraciones para esta nueva moneda digital, concebi-
da como una forma electrénica de dinero FIAT
destinada a facilitar pagos digitales en la zona
Euro. Ademas, estara al alcance de todos los ciuda-
danos mediante su distribucion a través de interme-
diarios supervisados. De hecho, el Euro Digital se vi-
sualiza como una forma digital de dinero en efectivo
coexistente con el dinero fisico

El Euro Digital se concibe para ser de facil acceso,
sin comisiones y utilizable sin conexién a inter-
net, garantizando un alto nivel de privacidad para
proteger los datos de los usuarios. Permitira tanto
transacciones entre individuos o Peer to Peer, como
compras en linea, en puntos de venta o en tramites
con las administraciones publicas de los Estados
Miembros. El BCE busca que sea una solucién pa-
neuropea armonizada, supervisada directamente
por las autoridades europeas, que fomente la innova-
cién, eficiencia y la competencia en el sector de pa-
gos.

La distribucién del Euro Digital sera gestionada
por Proveedores de Servicios de Pago (“PSPs")
regulados por la Directiva 2007/64/CE (“PSD2"). Es-
tos proveedores tendran una relacién contractual con
los usuarios finales y ofreceran servicios esenciales
como: gestion de cuentas y usuarios, gestion de liqui-
dez y de transacciones, incluyendo autenticacion de
usuarios y gestion de reclamaciones.

El BCE asegura que incluso aquellos ciudadanos de la
Union Europea que no dispongan de cuenta bancaria
podran acceder al Euro Digital, utilizando tarjetas
proporcionadas por organismos publicos. Los costes
del proyecto se cubrirdn mediante el ecosistema de la
Unién Europea.

Con respecto a la implementacion del Euro Digital,
sera una aplicacion mévil propiedad del BCE que
permitird la interaccion con los PSPs a través de
smartphones, buscando garantizar la uniformidad y
la inclusion digital.

La fase de preparacion, que inici6 el pasado 1 de Di-
ciembre de 2023 y durara dos anos, se centra en fi-
nalizar la hoja de ruta del Euro Digital, seleccionar

proveedores TIC necesarios para desarrollar las plata-
formas para la implementacion y distribucion de esta
nueva solucion de pago, y realizar pruebas para cum-
plir con los requisitos normativos y las necesidades de
los usuarios, sobre todo en materia de proteccion de
datos y privacidad del usuario final. Sin embargo, a
pesar de la finalizacién de la fase de investiga-
cion, la emision del Euro Digital atin no esta de-
cidida, ya que el BCE espera el resultado del proceso
legislativo antes de tomar una decisién sobre su emi-
sion.

En resumen, el Euro Digital se consolida como una
realidad destinada a abordar diversas deficiencias en
el mercado comunitario, emergiendo como una solu-
cion disruptiva a nivel global. Este proyecto busca
cumplir con todos los requisitos de proteccion
de datos y privacidad establecidos en la Unién Eu-
ropea. El avance de la fase de preparacién a la de in-
vestigacion marca un paso significativo hacia la digi-
talizacion del Euro. No obstante, suimplementacion
tardia, prevista para finales de 2025 como pronto,
podria enfrentarse a la competencia de nuevas solu-
ciones en el mercado europeo que ya satisfagan las
necesidades que el Euro Digital pretende cubrir.
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https://www.ecb.europa.eu/paym/digital_euro/investigation/profuse/shared/files/dedocs/ecb.dedocs231018.es.pdf

4. Sequros y Reaseguros
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A. Consulta de la Autoridad Europea de Seguros y Pensiones de Jubilacion (“EIOPA")

sobre la supervision del reaseguro celebrado con empresas de seguros y reaseguros de

terceros paises [ 1

La Autoridad Europea de Seguros y Pensiones
de Jubilacion (por sus siglas en inglés, “EIOPA")
publicé el 10 de Diciembre de 2023 un docu-
mento de consulta sobre la supervision de
los reaseguros que sean celebrados con
empresas de seguros y reaseguros de ter-
ceros paises.

La EIOPA entiende que es necesario modificar
los controles de supervision sobre contra-
tos de reaseguro formalizados con entida-
des de terceros paises ya que el reaseguro es
una herramienta eficaz para que las empresas
de seguros y reaseguros gestionen sus ries-
gos de acuerdo con su estrategia y capacidad.
Asimismo, el reaseguro es una herramienta im-
portante para la gestion del capital mejoran-
do la diversificacion del riesgo y puede utilizarse
como instrumento para ampliar el negocio
actual.

Si bien es cierto que la estrategia de reaseguro
debe ser definida, aplicada y supervisada por el
6rgano de administracion de las aseguradoras y
reaseguradoras, la EIOPA entiende que las auto-
ridades nacionales competentes deben evaluar
los sistemas de riesgo y de control interno de las
empresas de seguros que utilicen acuerdos im-
portantes de reaseguro con reaseguradores de
terceros paises. En este andlisis, se deberan eva-

luar los siguientes aspectos:

e Adecuacion de las estrategias, los procesos y
los procedimientos de informaciéon para
identificar, medir, controlar, gestionar e in-
formar de forma continua sobre los riesgos
a los que esta o podria estar expuesta la ase-
guradora europea, teniendo en cuenta los
diferentes domicilios de sus reaseguradores
de terceros paises;

e Evaluacion correcta de los riesgos derivados
de los acuerdos de reaseguro, incluyendo la
identificacion de cualquier riesgo juridico de
cumplimiento derivado de la legislacion de
los terceros paises de que se trate;

¢ Inclusién de los principios para la seleccion
de contrapartes de reaseguros, asi como los
procedimientos para evaluar y supervisar la
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solvencia y la diversificacion de las contra-
partes de reaseguros.

A su vez, las aseguradoras europeas deberan
evaluar si los acuerdos de reaseguro con-
tratados se adecuan a los articulos 209 a
211 del Reglamento Delegado (UE) 2015/35
de la Comisiéon de 10 de octubre de 2014 por
el que se completa la Directiva 2009/138/CE
del Parlamento Europeo y del Consejo sobre e
acceso a la actividad de seguro y de reaseguro
y su ejercicio (Solvencia Il).

Para llevar a cabo esta evaluacion, la EIOPA
exige, como minimo, que se tenga en cuenta

los siguientes aspectos:
e Sj existen otras retrocesiones, indicando

sus condiciones y acuerdos, asi como la
solidez y ubicacion de las retrocesiones;

e Si existen acuerdos complementarios con
el reasegurador del tercer pais que intro-
ducen condiciones y requisitos adicionales
al acuerdo de reaseguro existente;

e Sj el acuerdo de reaseguro incluye alguna
cladusula de rescisién que otorgue a la em-
presa de seguros el derecho a rescindir el
acuerdo en caso de que se den determina-
das condiciones, como el incumplimiento
del requisito local de solvencia o un dete-
rioro importante de la situacion financiera
del reasegurador del tercer pais;

e Sj el reasegurador del tercer pais puede
rescindir _unilateralmente el acuerdo en
determinadas condiciones;

e Una jerarquia de reclamaciones claramen-
te establecida en caso de incumplimiento
que no dependa de principios contables
de terceros paises, de la legislacion de ter-
ceros paises o de la evaluacion judicial.

El plazo para presentar las respuestas ante
este documento concluyé el 10 de octubre de
2023 y la EIOPA publicara el documento defi-
nitivo regulando estos contratos de reaseguro.


https://www.eiopa.europa.eu/system/files/2023-07/Consultation%20Paper%20-%20Supervisory%20Statement%20on%20supervision%20of%20reinsurance%20concluded%20with%20third%20country%20insurance%20and%20reinsurance%20undertakings.pdf

B. Documento de debate de la EIOPA sobre la aplicaciéon practica del Open Insurance

en el sector de seguros [ 1

El 24 de Diciembre de 2023 la EIOPA publicé un do-
cumento de debate sobre el uso del Open Insu-
rance en el sector de los seguros.

El término Open Insurance hace referencia a la pres-
tacion de servicios y datos a todos los agentes impli-
cados en el sector con el fin de crear nuevos servi-
cios, aplicaciones y modelos de negocios innovadores
y disruptivos. Este proceso de publicidad de datos se
lleva a cabo mediante arquitecturas de API abiertas
insertadas en aplicaciones de seguros, las cuales re-
cogen y categorizan toda la informacién contenida
en estas aplicaciones.

El acceso a APIs abiertas permite compartir datos en-
tre diferentes aseguradoras, startups, bancos, Insur-
Techs — startups de seguros basadas en tecnologia
inspiradas en el modelo Fintech —, y otras organiza-
ciones.

Mediante un caso de uso, la EIOPA ha analizado qué
tipo de datos podrian encontrarse dentro del ambito
de aplicacién del Open Insurance. Entre los datos
abiertos se incluyen los siguientes:

¢ Informacion sobre el producto: nombre de la
poliza, riesgos cubiertos, exclusiones, comple-
mentos, precio, franquicia, duracion del contra-
to, nombre del proveedor, beneficiarios si proce-
de.

e Datos de identificacion del cliente: nombre,
apellidos, direccion, teléfono, correo electrénico,
fecha de nacimiento, lugar de nacimiento, nu-
mero de identificacién personal si procede.

¢ Informacion sobre bienes asegurables: da-
tos del bien que se asegura (por ejemplo, datos
de la casa en los seguros de hogar).

Los datos mencionados en la actualidad no son acce-
sibles para su reutilizacién porque las aseguradoras y
los intermediarios del sector no se encuentran obli-
gados a poner estos datos a disposicion de terceros
en formato legible por maquina y normalizado. Sin
embargo, en la practica existen algunos modelos de
negocio que permiten una visién holistica de los se-
guros como, por ejemplo, el Web scraping. Este es un

proceso de recolecciéon de datos de contenido HTML
gue permite el almacenamiento y el filtrado de diver-
sa informacion, en este caso informacion existente
sobre las pélizas contratadas por cada usuario.

Con respecto a la puesta en comun de estos datos, la
EIOPA destaca tres consideraciones que han de
tenerse en cuenta para poder llevar a cabo el Open
Insurance:

e Los productos de seguros son complejos por na-
turaleza y varian segun las lineas de negocio y las
distintas coberturas existentes, por lo que los da-
tos requeridos sobre activos asegurables pueden
divergir entre distintas aseguradoras, no pudien-
do ser normalizados para su extracciéon publica;

e Algunas jurisdicciones de la Unién Europea ya
permiten la externalizacion de datos normaliza-
da, por lo que la normalizacién de la informacién
deberia idearse y basarse en normas existentes; y

¢ Lanormalizacién de la informacién no debe con-
ducir a una homogeneidad excesiva de los pro-
ductos de seguros, que impida la competencia e
innovacion dentro del mercado.

En conclusion, la EIOPA considera que el analisis del
caso de uso ha demostrado que muchos de los datos
necesarios que se enmarcarian en el Open Insurance
ya se encuentran disponibles, pero no son accesibles.
De este modo, la EIOPA considera que puede ser ne-
cesaria la puesta en comun obligatoria de datos
a peticion del consumidor y seria necesario es-
tablecer, mediante reglamento delegado basado en
directivas actuales como la PSD2, el alcance de los
datos que se van a compartir.
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https://www.eiopa.europa.eu/system/files/2023-07/EIOPA%20Open%20Insurance%20use%20case%20-%20Insurance%20Dashboard.pdf

C. Circular 1/2023, de 30 de agosto, de la Direccion General de Seguros y Fondos de
Pensiones, relativa al uso obligatorio de medios electrénicos para la practica de
comunicaciones y notificaciones entre los mediadores de seguros, corredores de

reaseguros y determinados mediadores de seguros complementarios, y la Direccion

General de Seguros y Fondos de Pensiones. [ 1

La Direccién General de Seguros y Fondos de Pensio-
nes (“DGSFP") publico, el 30 de agosto de 2023, la
Circular 1/2023, que tiene como objetivo establecer
la obligacion de relacionarse con la DGSFP ex-
clusivamente a través de medios electronicos
en todos los trdmites correspondientes a los proce-
dimientos derivados de la aplicacién del Real Decre-
to-ley 3/2020, de 4 de febrero, de medidas urgentes
por el que se incorporan al ordenamiento juridico
espafol diversas directivas de la Unién Europea en el
ambito de la contratacion publica en determinados
sectores; de seguros privados; de planes y fondos de
pensiones; del ambito tributario y de litigios fiscales,
y normas complementarias (“RDL 3/2020").

Esta obligacién se aplicara a los mediadores de se-
guros, a los mediadores de reaseguros y a los
mediadores de seguros complementarios que
no se encuentren excluidos del ambito de aplicacion
del RDL 3/2020. Consecuentemente, todas las solici-
tudes, tramites y demds comunicaciones deberan
realizarse electrénicamente a través de los modelos
disponibles para los procedimientos en la sede elec-
trénica de la DGSFP.

Pese a la imperatividad de realizar estos tramites me-
diante la sede electrénica de la DGSFP, los mediado-
res de seqguros y reaseguros y los mediadores de se-
guros complementarios, sin importar que sean
personas fisicas o juridicas, pueden identificar un
dispositivo electronico y/o una direccién de correo
electrénico al que la DGSFP enviard avisos de puesta
a disposicion de notificaciones. El objetivo es que to-
dos los mediadores puedan conocer las nuevas noti-
ficaciones que tengan disponibles en su buzén per-
sonal dentro de la sede electrénica de la DGSFP.
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https://www.sededgsfp.gob.es/es/Paginas/inicio.aspx
https://www.sededgsfp.gob.es/es/Paginas/inicio.aspx
https://dgsfp.mineco.gob.es/es/Regulacion/DocumentosRegulacion/report_30.08.2023%20Circular%20medios%20electr%C3%B3nicos%20%20%20para%20firma%20%281%29.pdf

D. Informe de la Asociacion de Ginebra: Acumulacién de riesgos cibernéticos: abordar el

desafio de la asegurabilidad [

La Asociacién de Ginebra, Unica asociacion global de
compafiias aseguradoras, ha emitido en noviembre
del 2023 un informe sobre el aseguramiento de los
riesgos cibernéticos.

Los riesgos cibernéticos son actos malintencionados
0 accidentales que comprometen la disponibilidad o
integridad de datos o servicios informéticos. Estos
riesgos pueden causar dafios a muchas personas y
organizaciones de forma simultdnea y transfronteri-
za.

Entre los principales servicios o bienes sujetos a estos
riesgos destacan los sistemas informaticos de alma-
cenamiento en nube masivos, las sedes electrénicas
para tramites administrativos, o las plataformas de
uso generalizado.

Para la Asociacion de Ginebra estas pérdidas de ca-
racter significativo son especialmente problematicas
para las aseguradoras que asumen riesgos cibernéti-
cos de sus clientes, ya sea como parte de las pdlizas
habituales de responsabilidad civil o propiedad o me-
diante las nuevas pdlizas de cobertura cibernética. En
este sentido, durante los Ultimos afios ha aumentado
la siniestralidad en relacién con los riesgos cibernéti-
cos, existiendo situaciones en las que las asegurado-
ras tienen que hacer frente a multiples reclamaciones
y acumular siniestros en sus carteras de suscripcion.

A su vez, debido a la novedad de estos riesgos ciber-
néticos, la cuantificacion de los riesgos cibernéticos
no es del todo exacta por lo que debe mejorarse de
cara al futuro. Para la Asociacion de Ginebra delimi-
tar el tamafio y alcance de las amenazas cibernéticas
cubiertas bajo las pdlizas suscritas es fundamental
para evitar protecciones implicitas existentes en la ac
tualidad.

Los modelos de cuantificacion de riesgos ciber-
néticos acumulados son actualmente inmadu-
ros, por lo que los resultados obtenidos pueden
ser volatiles e incoherentes y puede derivar en

23 Alerta FinTech | Diciembre 2023

pérdidas aseguradas masivas y ampliamente
comparables a algunas catastrofes naturales.

En concreto, la Asociacién de Ginebra destaca la po-
sibilidad de que un malware, definido como un pro-
grama de software maligno disefado para infiltrarse
en un dispositivo sin conocimiento de su propietario
y causar dafios e interrupciones en el sistema, cause
unas interrupciones en servicios de numerosas enti-
dades, de los que resulten pérdidas econdmicas sig-
nificativas cubiertas por pdlizas de estas caracteristi-
cas. Estos posibles sucesos no se encuentran
correctamente cuantificados, por lo que pueden de-
venir en pérdidas poco esperadas por las asegurado-
ras.

Con el objetivo de evitar esta situacion, la Aso-
ciacion de Ginebra recomienda que se lleven a cabo
las siguientes acciones:

e Recopilar datos normalizados sobre siniestros y
coordinar la puesta en comun de informacién y
el intercambio de conocimientos sobre ciberries-
gos y exposiciones. Esto podria implicar una ma-
yor cooperacion con las principales partes intere-
sadas, como las agencias de seguridad
gubernamentales y las principales empresas tec
noldgicas, que pueden tener una visién Unica de
las amenazas en evolucion.

e Fomentar mecanismos para agrupar las exposi-
ciones cibernéticas, asi como transferir los ries-
gos cibernéticos a través de instrumentos inno-
vadores que se ajusten mejor a los inversores y
permitan una mayor transferencia de los riesgos
cibernéticos maximos.

e Crear regimenes de responsabilidad legal refor-
zados para incentivar a las empresas de IT a de-
sarrollar hardware y software seguros que sean
mas resistentes a los ciberataques.



https://www.genevaassociation.org/sites/default/files/2023-11/cyber_accumulation_report_91123.pdf

5. Fondos de pensiones
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A. Real Decreto 668/2023, de 18 de Noviembre, por el que se modifica el Reglamento

de planes y fondos de pensiones, aprobado por el Real Decreto 304/2004, de 20 de

febrero, para el impulso de los planes de pensiones de empleo [ 1

El 20 de Diciembre de 2023 se publico en el BOE el
Real Decreto 668/2023, de 18 de Noviembre, por el
gue se modifica el Reglamento de planes y fondos de
pensiones aprobado por el Real Decreto 304/2004,
para el impulso de los planes de pensiones de em-
pleo (“RD 668/2023").

El RD 668/2023 pretende establecer un marco mo-
derno para impulsar el ahorro vinculado al ambi-
to laboral para trabajadores por cuenta ajena y
trabajadores auténomos, garantizando su protec
cion y su adecuada supervision.

En concreto, se establecen los elementos basicos
para la constitucion y funcionamiento de los
nuevos Fondos de Pensiones de Empleo (“FPE”
o "FPEs"”) de promocién publica abiertos, inclu-
yendo las caracteristicas y funcionalidades de la pla-
taforma digital comun a través de la cual se realizara
toda la operativa y comunicacion entre promotores y
participes. Esta plataforma también ofrecera infor-
macion general para todas las entidades y ciudada-
nos.

A su vez, el RD 668/2023 completa la regulacién
de los planes de pensiones de empleo simplifi-
cados para su promocion y formalizacion de forma
rapida y su integracion en fondos de pensiones de
manera agil, pudiendo ser promocionados, digital-
mente, de forma publica y de forma privada.

Entre las novedades introducidas destaca la actua-
lizacién del régimen de inversiones de los fon-
dos de pensiones que favorece la mejora de la
eficiencia en los procesos de inversion. La nueva
normativa:

1. Refuerza las politicas de implicacién de los fon-
dos de pensiones como inversores instituciona-
les;

2. Facilita las inversiones en instituciones de inver-
sién colectiva, en capital riesgo y emprendimien-
1o;

3. Actualiza los criterios de valoracion de las inver-
siones; e

4. Introduce criterios de inversién relacionados con
el ciclo de vida de los participantes, facilitando la
variacion de la distribucion de las inversiones en
funciéon de la edad de los participantes.
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En otro orden de ideas, el nuevo reglamento de pla-
nes y fondos de pensiones mejora el régimen econé-
mico de las aportaciones a planes de pensiones lo
cual permite a los participes continuar realizando
aportaciones en supuestos de jubilacion parcial.

Por ultimo, se posibilita que los ahorradores se be-
neficien de aportaciones realizadas por las em-
presas a través de programas comerciales o
campaias de patrocinio, poniendo en practica
una de las propuestas de innovacién resultantes
del Sandbox financiero.


https://www.boe.es/boe/dias/2023/07/20/pdfs/BOE-A-2023-16728.pdf

B. La EIOPA presenta a la Comision Europea sus propuestas para revisar la Directiva

IORP II [ ]

El 28 de septiembre de 2023, la EIOPA publicé un docu-
mento de asesoramiento técnico para la revision de la
Directiva (UE) 2016/2341 del Parlamento Europeo y del
Consejo de 14 de diciembre de 2016 relativa a las activi-
dades y la supervision de los Fondos de Pensiones de Em-
pleo (“FPEs”) (la “Directiva IORP").

Este documento tiene como objetivo asesorar al Parla-
mento Europeo y al Consejo sobre diferentes aspectos o
ambitos que han de ser incluidos en la nueva Direc-
tiva IORP Il. Los ambitos cubiertos en el documento de
la EIOPA son los siguientes:

e Laadecuacion de la Directiva IORP Il desde un punto
de vista prudencial y de gobernanza y el impacto de
la Directiva IORP en la estabilidad de los distintos ti-
pos de FPEs;

e Actividad y transferencias transfronterizas;

e Necesidad y posibles formas de adaptar el marco
normativo a los regimenes de aportacion definida;

e Los aspectos de sostenibilidad de las obligaciones
monetarias y las normas de administracion de los
FPEs;

e Requisitos prudenciales para incluir cuestiones de
diversidad e inclusion en relacion con los 6rganos de
direccion.

El andlisis de la EIOPA tiene en cuenta diferentes puntos
como, por ejemplo, la necesidad de dotar a la Directiva
IORP Il de proporcionalidad. En concreto la EIOPA entien-
de que es necesario aumentar el umbral de exclusion
para FPEs de dimensién reducida, aumentando la aplica-
cion de esta exclusion a FPEs con hasta 1.000 participes y
beneficiarios.

Con respecto a las condiciones de funcionamiento y
la posible existencia de conflictos de intereses, |a
EIOPA recomienda reforzar las condiciones de funciona-
miento de los FPEs con el fin de garantizar el correcto
funcionamiento del mercado interior. Para ello las ANCs
deberan llevar a cabo una evaluacién prudencial durante
el proceso de registro y autorizacién, evaluando la viabili-
dad operativa y la sostenibilidad de los agentes implica-
dos.

A su vez, la EIOPA considera necesario establecer un pla-
zo concreto para que las ANCs puedan recopilar los
datos necesarios para supervisar correctamente los
FPEs. Por ello, la EIOPA considera necesario incluir en la

nueva Directiva IORP Il unos plazos especificos para el
suministro de esta informacion.

Por otra parte, se considera necesario introducir requisitos
relativos a la estructuracion y aplicacion adecuadas del plan
de pensiones por parte de los FPEs, asi como establecer que
los FPEs tengan un deber de diligencia para y con sus parti-
cipes y beneficiarios. Asimismo, todas estas recomendacio-
nes se tendran en cuenta por la Parlamento Europeo y el
Consejo a la hora de desarrollar la nueva Directiva IORP |l
sobre FPEs.
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https://www.eiopa.europa.eu/system/files/2023-09/EIOPA-BoS-23-341-Advice_IORPII_review.pdf

6. Otras novedades de

Interés




A. Directiva relativa a los contratos de crédito al consumo [

El 30 de octubre de 2023 se publico en el Diario Oficial de la
Union Europea la Directiva (UE) 2023/2225 del Parlamento Eu-
ropeo y del Consejo, de 18 de octubre de 2023, relativa a los
contratos de crédito al consumo y por la que se deroga la
Directiva 2008/48/CE (“CCDII” o “Directiva”).

Asi, el objetivo de la Directiva es establecer un marco comun
para la armonizacién del mercado unico de la Unién Eu-
ropea de créditos al consumo, debiendo los Estados miem-
bros transponerla antes del dia 20 de noviembre de 2025. Esta
nueva Directiva surge como consecuencia de dos principales
motivos:

e laimperante digitalizacién de la sociedad europea; y

* la necesidad de desfragmentar y armonizar los con-
tratos de créditos al consumo en la Unién Europea.

La Directiva 2008/48/CE del Parlamento Europeo y del Conse-
jo, de 23 de abril de 2008, relativa a los contratos de crédito al
consumo y por la que se deroga la Directiva 87/102/CEE del
Consejo ("CCDI") propicié un marco normativo en materia de
créditos al consumo fragmentado en la Uniéon Europea. La
CCDI contiene disposiciones imprecisas que permitieron a los
Estados Miembros su trasposicion de forma diferente, gene-
rando distorsiones en la competencia entre prestamistas
y creando obstaculos al mercado interior.

Las diferencias en las normativas de los Estados Miembros y las
distorsiones en la competencia entre prestamistas limitaron
durante afos las ofertas en el mercado transfronterizo en de-
trimento de los consumidores, motivo principal que llevé a las
instituciones de la Union Europea a adoptar esta nueva CCDII.

La CCDII, con caracter general, se aplica a los contratos de
crédito cuyo importe total no supere los 100.000 euros.
Si embargo, la propia CCDIl enumera una serie de contratos
que quedan excluidos de su ambito de aplicaciéon, como
son, entre otros: (i) los contratos de arrendamiento o arrenda-
miento financiero sin obligacion u opcién de compra; (i) los
contratos de crédito donde el consumidor ofrece un bien en
garantia con responsabilidad estrictamente limitada a él; o (i)
los contratos de crédito garantizados por hipoteca o un dere-
cho equivalente sobre bienes inmuebles.

Las principales implicaciones de la Directiva comprenden cues-
tiones en materia de transparencia, proteccién al consu-
midor, evaluacion de la solvencia del consumidor y otras
novedades. Estas novedades pueden resumirse de la siguiente
forma:

¢ Transparencia e informacion minima obligatoria:
con el objetivo de evitar el otorgamiento de créditos al
consumo a personas que carecen de los conocimientos o
solvencia necesaria para poder reembolsar el crédito otor-
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gado, la CCDII establece unas normas de publicidad y
de transparencia mas estrictas a las establecidas con an-
terioridad. Entre la informacion basica que debe incluir la
publicidad se encuentra, entre otros aspectos, la advertencia
sobre el coste del crédito, el tipo de interés aplicable y la Tasa
Anual Equivalente. Es necesario, ademads, que la informacion
incluida en la publicidad sea facilmente legible o clara-
mente audible segun corresponda. También, la informa-
cién que se incluya se debe adaptar a las limitaciones técni-
cas del medio utilizado para la publicidad, incluyendo su
adaptabilidad a dispositivos digitales.

¢ Nuevos requisitos de evaluacién de solvencia: los pres-
tamistas o intermediarios que comercialicen créditos al con-
sumo deben realizar, de forma previa, una evaluacién ex-
haustiva de la solvencia del consumidor para prevenir
practicas de préstamo irresponsables y endeudamiento ex-
cesivo. En el caso de que la evaluacion fuese negativa, los
prestamistas o los intermediarios quedaran obligados a abs-
tenerse de suscribir el contrato de crédito con dicho consu-
midor.

e Registro obligatorio: los prestamistas e intermediarios
de crédito — que no sean entidades de crédito, entidades de
pago, o entidades de dinero electrénico — estan sujetos a
un proceso de admision, registro y supervision por par-
te de la autoridad nacional competente designada de cada
Estado miembro.

e Otras novedades: la CCDIl regula otras novedades relevan-
tes en materia de proteccion a los consumidores, tales
como la obligacién de incluir el derecho de desistimiento de
14 dias en los contratos de créditos al consumo o establecer
limites a las tarifas o a los intereses aplicables a estos présta-
MOoS para evitar que sean usurarios y garantizar que no se
producen abusos en las practicas del mercado. Asimismo, la
Directiva establece la posibilidad de que los Estados
Miembros permitan a los prestamistas obligar al con-
sumidor a que suscriba una péliza de seguro que ga-
rantice el importe solicitado. Sin embargo, no se permite
obligar a la contratacion de esta péliza con una aseguradora
especifica, si no que se debe aceptar la suscripcion con cual-
quier aseguradora autorizada en el Estado Miembro.

En conclusion, la CCDII pretende armonizar la regulacion de
los créditos al consumo en la Unién Europea, con el fin de
permitir a los agentes implicados adaptarse a la digitalizacion que
prima en el sector y garantizar la proteccién de los consumidores
en este proceso. Para ello, regula los contratos de crédito al con-
sumo de forma maés cautelosa y garantista, incluyendo nuevos
requisitos de informacién y publicidad para evitar los abusos de
mercado imperantes en algunas jurisdicciones y su desregulacion.


https://www.boe.es/buscar/doc.php?id=DOUE-L-2023-81526

B. Resolucion de 28 de Diciembre de 2023 de la Secretaria General del Tesoro y

Financiacion Internacional por la que se convoca el acceso al espacio controlado de

pruebas (Sandbox) previsto en la Ley 7/2020, de 13 de noviembre, para la

transformacion digital del sistema financiero (sexta cohorte) [

El pasado 28 de Diciembre de 2023 Secretaria General
del Tesoro y Financiacién Internacional (el “Tesoro”)
convoco la sexta cohorte del Sandbox financiero (“San-
dbox”) conforme a la Ley 7/2020, de 13 de noviembre,
para la transformacion digital del sistema financiero (la
“Ley 7/2020"). La apertura del acceso al espacio con-
trolado de pruebas permite a las empresas interesadas
la presentacion de sus propuestas de innovacion ante el
Tesoro.

El Sandbox representa un entorno controlado y deli-
mitado que brinda a las empresas del sector financie-
ro la oportunidad de probar nuevas tecnologias,
servicios o modelos de negocio en un entorno real
con riesgos mitigados. Su objetivo es estimular la
innovacion y el desarrollo de soluciones novedo-
sas, al mismo tiempo que proporciona a los regulado-
res la capacidad de comprender y tratar posibles
riesgos antes de una implementacion a gran escala.

Este espacio controlado de pruebas permite evaluar pro-
yectos de innovacién financiera basados en tecnologia
bajo la supervision de la autoridad reguladora. Asi, se
busca asegurar que las empresas que se presentan al
Sandbox cuentan con herramientas adecuadas para
cumplir eficazmente sus funciones en el nuevo entorno
digital y facilitar el proceso innovador en Espana. Ade-
mas, para acceder al Sandbox los proyectos deben cum-
plir con los siguientes requisitos establecidos en la Ley
7/2020:

e Aportar innovacion de base tecnoldgica aplicable
al sistema financiero y encontrarse lo suficiente-
mente avanzados para probarse;

e Aportar valor anadido bien porque (i) facilitan el
cumplimiento normativo, (i) aportan beneficios de
los usuarios de servicios financieros, (iii) aumentan
la eficiencia de entidades o mercados, o (iv) propor-
cionan mecanismos que mejoran la regulacién o el
mejor ejercicio de la supervisién financiera;

e Ofrecer una solucién con impacto general en el sis-
tema financiero espafol.

Asimismo, las autoridades competentes supervisan que
la participacion en el espacio controlado de pruebas no
obstaculiza la consecucion de los objetivos de politica
publica en reas criticas como la proteccién de datos de
caracter personal, la seguridad de los usuarios de servi-
cios financieros, y la prevencion del blanqueo de capita-

les y la financiacion del terrorismo.

Los participantes deben presentar solicitudes acompana-
das de una memoria justificativa que explique el proyecto
y los riesgos asociados. Las solicitudes deben realizarse
electrénicamente a través de la sede electrénica del Teso-
ro, que lo remite al Banco de Espafia o a la Comision
Nacional del Mercado de Valores para su evaluacion y
emision de un informe favorable o desfavorable.

En cada cohorte, las autoridades competentes publican
un listado de proyectos temporalmente admitidos. Si el
proyecto es admitido, los promotores y las autoridades
competentes de supervisiéon negocian un protocolo de
pruebas (el “Protocolo”) para establecer las condiciones
de realizacion de las pruebas. Tras la firma del Protocolo 'y
obtencién de los consentimientos informados, junto con
la activaciéon del sistema de garantias, comenzaria el pe-
riodo de pruebas que tendra la duracién definida en el
Protocolo (generalmente entre 3 y 6 meses).

Al concluir el periodo de pruebas, los participantes, si han
cumplido con éxito el periodo de pruebas y sus proyectos
estan listos para operar en el mercado financiero regula-
do, podran solicitar autorizacién para iniciar la actividad
objeto de las pruebas del Sandbox. A partir de este mo-
mento, los participantes estaran sujetos a las regulacio-
nes financieras aplicables segun su actividad. Este enfo-
que ofrece un marco regulador flexible que promueve la
innovacion en el sector financiero al tiempo que gestiona
los riesgos asociados.
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